
 
BLACK HAT USA 2009 TRAINING CLASS CHANGE 

REQUEST FORM INSTRUCTIONS 
 
 

Use one form per registrant. 
 
This form is for those who have an existing USA 2009 Training registration and have 
an existing Order Reference Number. 
 
If you do not have an Order Reference Number from your online registration, you 
MAY NOT use this form and must register online. 
 
All Seats are First Come, First Paid, First Served. 
 
You must return this form to us no later than July 1, 2009. To  
bh-reg@blackhat.com or fax 1 (206) 219-4143 
 
Note that some courses may be sold out and your request will be based on 
availability. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 



 
BLACK HAT USA 2009 TRAINING CHANGE A CLASS FORM 

 Class Name v06.22 Original
Weekend 

Original
Weekday 

 Requested 
Weekend 

Requested 
Weekday 

 Advanced Database Security Assessment by NGS Software      

 Advanced Malware Deobfuscation by Jason Geffner & Scott Lambert      

 Advanced Memory Forensics in Incident Response by Jamie Butler & Peter Silberman      

 Advanced Web Application Security Testing by Aspect Security      

 
Analyzing and Securing Enterprise Application Code by Blueinfy (Sheeraj Shah & 
Vimal Patel)  

 
   

 Application Security: For Hackers and Developers by Jared De Mott      

 Assaulting IPS by Cisco Systems & Tom Beardsley      

 Attacking Hardware: Unsecuring [once] Secure Devices by Christopher Tarnovsky      

 Building A Better Mousetrap by Rohit Dhamankar & Rob King      

 Building & Testing Secure Web Applications by Aspect Security      

 Building Secure Web 2.0 Applications by Aspect Security      

 Building Secure Web Services by Aspect Security      

 Cryptographic Primitives (Symmetric) by Andrew Lindell      

 Detecting & Mitigating Attacks Using Network Infrastructure By Cisco & Beardsley      

 Effective Fuzzing: Using the Peach Fuzzing Platform by Michael Eddington      

 Enterprise Security from Day 1 to Completion by Chris Eagle      

 Exploit Laboratory By Saumil Shah      

 Finding Security Bugs in Closed-source Software: Beginner by Halvar Flake      

 Finding Security Bugs in Closed-source Software: Advanced by Halvar Flake      

 Gray Hat Hacking: Exploit and Metasploit Module Development      

 Hacking by Numbers: Bootcamp by Sensepost      

 Hacking By Numbers: Cadet by Sensepost      

 Hacking By Numbers: Combat by Sensepost      

 Hacking by Numbers: Web 2.0 by Sensepost      

 Hacking By Numbers: PCI Edition by Sensepost      

 Hacking Oracle PL/SQL by NGS Software      

 Hands-On Hardware Hacking & Reverse Engineering Techniques by Joe Grand      

 Incident Response: Black Hat Edition by Kevin Mandia and Kris Harms, MANDIANT      

 Information Security Bootcamp for Federal Systems by Peak Security      

 Infrastructure Attacktecs & Defentecs: Hacking Cisco Networks by Steve Dugan      

 Intercepting Secure Communication by Moxie Marlinspike      

 Introduction to Malware Analysis by Jason Geffner & Scott Lambert      

 Leading, Planning and Executing an Application Security Initiative by Aspect Security      

 Lock Picking and Physical Security from Beginner to Expert by Deviant Ollam      

 MAC Hacking by Vincenzo Iozzo      

 Malware Analysis: Black Hat Edition by MANDIANT      

 Mastering the Metasploit Framework by HD Moore, Metasploit      

 Microsoft Ninjitsu: Black Belt Edition by Tim Mullen      

 ModSecurity: Deployment and Management by Ryan Barnett      

 NSA InfoSec Assessment Methodology Course (IAM) Level 1 by Security Horizon      

 NSA InfoSec Evaluation Methodology  (IEM) Level 2 by Security Horizon      

 RFID, Access Control & Biometric Systems by Zac Franken and Adam Laurie      

 Reverse Engineering Rootkits and Active Reversing for Malware by Greg Hoglund      

 Reverse Engineering on Windows: Application in Malicious Code Analysis by Amini & Carrera      

 Reverse Engineering with IDA Pro by Chris Eagle      

 SAP (In)Security by Mariano Nunez Di Croce      

 Secure The Human by Lance Spitzner, Honeytech      

 Security for Web Based Database Applications by Aspect Security      

 Side Channel Analysis by Riscure      

 Tactical Exploitation by HD Moore, Metasploit      

 TCP/IP Weapons School 2.0 by Richard Bejtlich      

 Ultimate Hacking: Black Hat Edition by Foundstone      

 Ultimate Hacking: Expert by Foundstone      

 Ultimate Hacking: Wireless Edition by Foundstone       

 Understanding and Deploying DNSSEC by Paul Wouters and Patrick Nauber      

 Understanding Stealth Malware by Joanna Rutkowska & Alexander Tereshkin      

 Virtualization (in)Security by Rafal Wojtczuk & Joanna Rutkowska      

 Web Application (In) Security by NGS Software      

 ONE DAY:  July 28 - CISSP® Review Seminar by Shon Harris      

 FOUR DAY: Advanced Malware Analysis by Nick Harbour, MANDIANT    

 FOUR DAY: Advanced Windows Exploitation Techniques by Offensive Security    

 FOUR DAY: Certified Ethical Hacker (CEH) Version 6 by EC Council    

 FOUR DAY: CISSP(R) Bootcamp by Shon Harris    

 FOUR DAY: Computer Hacking Forensic Investigator (CHFI) by EC Council    

 FOUR DAY: EC-council Certified Security Analyst/Licensed Pen. Tester (ECSA/LPT) by EC Council    

 FOUR DAY: Hands on Penetration Testing with BackTrack 4 by Offensive Security    

 FOUR DAY: Secure Coding for Java EE by Aspect Security    

 FOUR DAY: Senior System Manager (CNSS-4012(certified)) by IA2    

  Total   

      



 
 
BLACK HAT USA 2009 PAYMENT FORM 
To register complete the form below as well as the Add A Class Form and return it to: 
Email: bh-reg@blackhat.com  Fax +1 206 219 4143  Tel: +1 206 443 5489 (GMT – 8) 

Please complete this form in its entirety and legibly.  

 
Registrant Name 
 
_______________________________________________________________________________ 
 
Order Reference Number (the first 10 characters will suffice) 
 
_______________________________________________________________________________ 
 

 I understand that my seat in a training class is not confirmed until payment has been received. Black Hat reserves 
the right to cancel my Training registration should I fail to provide payment in full within 7 days of submitting this 
form.  

 
Method of Payment 

 I will be paying by Check or Money Order 
 I will be paying by Wire Transfer 
 Please charge my credit card, for the amount indicated with the provided information below. I understand the credit 

card charge will show up as Black Hat UBM Techweb and will be in US Dollars. 

 
 
Total to be charged to the credit card: _____________  

 

Name on Card  

_______________________________________________________________________________ 

Card Number 

_______________________________________________________________________________ 

Expiry: month ____ / year____           

Type (circle one) VISA / MC / AMEX 

CVV/CV2 Number (security code on credit card) _____________ 

 
Signature 

_______________________________________________________________________________ 

Card Billing Street Address  

_______________________________________________________________________________ 

 

City, State / Province, Postal Code 

_______________________________________________________________________________ 

 

Card Billing Telephone Number 

_______________________________________________________________________________ 

 
 


